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ABSTRACT 

This article, strength of character acquires the 

useful give the impression of being at Computer 

Forensics. It will converse the blow Computer 

Forensics have on the permissible facet of today’s 

misdeed. It will try to demonstrate the importance 

of computer forensics by unfolding dealings, 

tackle and differentiation in utilize for individual, 

small organizations & large organizations. The 

actions express compact with how to collect 

evidence and the laws that need to be followed for 

admission of evidence into a court room. The 

tools used are the basis for all tools that are 

available. A digital evidence bag is used to store 

information from a variety of function [1]. It 

explains how digital evidence is collected, 

handled, preserved, and analysed. that the 

responsibility for the success of an organization 

lies squarely on the operating managers. Managers 

on their part depend on the financial information 

provided by the accountants within and outside 

the organizations to successfully perform their 

primary functions. However, the rate of failure of 

government organization has often been linked to 

wrong policy decisions which often are caused by 

inaccurate financial statements. Deductively 

therefore, one can say that the use of professional 

ethics in accounting practices plays an invaluable 

role in effective and efficient financial 

management in the public. 

Computer systems today give the base of 

information storage space for numerous 

businesses and have to convenience for 

individuals. Client report, description, transaction 

records, personal identifying information, and 

other data well-to-do information are available for 

use or to be protected from use or loss. In any 

case, an event that leads to the loss, theft, access, 

transmission or other use may be called into 

question to answer who, what, when, where, why, 

and how. In the mentioned situations, computer 

forensics comes to the light in order to search, find, 

and protect system logs or application logs. This is 

because information regarding the location of the 

actual data or information relating to the actual 

data is very valuable in various instances. 

Computer Forensics, thanks to the ever increasing 

use and dependence on computers, is becoming a 

growing and valuable field. Computer Forensics 

refers to “the use of analytical and investigative 

techniques to identify, collect, examine and 

preserve evidence/information which is 

magnetically stored or encoded” [1]. There are 

many instances of where crimes involving a 

computer need to be investigated. 
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